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GDPR & PRIVACY STATEMENT 
 
INTRODUCTION 

London Office Interiors Limited (LOI) respects your privacy and is committed to protecting your 

personal data. This privacy policy (the “Policy”) will inform you as to how we look after your data 

when you make an enquiry regarding our services or when enter into a contract with us and tell you 

about your privacy rights and how the law protects you. 

It is important that you read this Policy together with any other privacy policy or fair processing 

policy we may provide on specific occasions when we are collecting or processing personal data 

about you so that you are fully aware of how and why we are using your personal data. This Policy 

supplements the other policies and is not intended to override them. 

IMPORTANT INFORMATION AND WHO WE ARE 

London Office Interiors Limited, a company registered in England and Wales with number 1415139, 

whose registered address is at 324-326 High Street, Harlington, Hayes, UB3 5DU, with further details 

available from Companies House.  

For the purposes of data protection laws, London Office Interiors Limited is the data controller and is 

responsible for your personal data. 

We have appointed a Data Protection Officer who is responsible for overseeing questions in relation 

to this Policy. If you have any questions about this Policy, please contact the Data Protection Officer 

using the details set out below. 

Full name of legal entity: London Office Interiors Limited 

Name of Data Protection Officer: Russell Wooster 

Email address: russell@loi.uk.com 

Postal address: 324-326 High Street, Harlington, Hayes, UB3 5DU 

Changes to the Policy and your duty to inform us of changes 

Amendments and updates to this Policy may be made from time to time. Any revisions will be 

posted on the Website and where appropriate notified to you by email, so you will always be aware 

of what personal data we collect and how we use that personal data. Please review the Website 

regularly so that you are aware of any changes 
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It is important that the personal data we hold about you is accurate and current. Please keep us 

informed if your personal data changes during your relationship with us. 

THE PERSONAL DATA WE COLLECT ABOUT YOU 

Personal data, means any information about an individual from which that person can be identified. 

It does not include data where the identity has been removed (anonymised data). 

Information you give to us 

We will collect personal data from you when you: 

 E-mail or telephone us with an enquiry about our services 

 Enter into a contract with us where we will provide you with services 

This personal data may include your title, first name, surname, date of birth, email address, 

telephone number, address, passwords, bank details, NI number, pension details, medical 

information. 

Information we collect about you 

We may also collect information through your use and browsing of the Website including the 

internet protocol (IP) address, your login data, browser type and version, time zone setting and 

location, browser plug-in types and versions, operating system and platform and other technology 

on the devices you use to access this Website. 

If you fail to provide personal data 

Where we need to collect personal data by law, or under the terms of a contract we have with you 

and you fail to provide that data when requested, we may not be able to perform the contract we 

have or are trying to enter into with you. In this case, we may have to cancel a service you have with 

us but we will notify you if this is the case at the time. 

HOW WE USE YOUR PERSONAL DATA 

We will only use your personal data when the law allows us to and in accordance with the purpose 

for which it was collected. Most commonly, we will use your personal data in the following 

circumstances: 

 Where we need to perform the contract we are about to enter into or have entered into 

with you 

 Where it is necessary for our legitimate interests (or those of a third party) and your 

interests and fundamental rights do not override those interests 

 Where we need to comply with a legal or regulatory obligation 

 Where you have provided your consent 

We may use your personal data in the provision and administration of the services that you have 

requested and/or to respond to your queries. Where you don’t provide us with certain information 

we may be unable to provide you with the services requested. 

We may also use your personal data to meet our legal obligations, to deal with any complaints and 

for the enforcement of our terms and conditions. 

We may use your personal data for our legitimate business interests which include security 

purposes, improvements to our Website, improvements to our solutions and services and for 
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general marketing purposes. We will not do so though where our interests are outweighed by your 

interests, rights and freedoms. 

PURPOSES FOR WHICH WE WILL USE YOUR DATA 

We plan to use your personal data to: 

 Respond to your enquiry about our services 

 Carry out our obligations arising from any contracts entered into between you and us and to 

provide you with the information, products and services that you request from us 

Note that we may process your personal data for more than one lawful ground depending on the 

specific purpose for which we are using your data. 

CHANGE OF PURPOSE 

If we need to use your personal data for purpose unrelated to the original one we collected your 

personal data for, we will notify you and we will explain the legal basis which allows us to do so. 

Please note that we may process your personal data without your knowledge or consent, in 

compliance with this Policy where this is required or permitted by law. 

DISCLOSURES OF YOUR PERSONAL DATA 

We may have to share your personal data in the following circumstances: 

 Business partners, suppliers and sub-contractors for the performance of any contract we 

enter into with them or you 

 Advertisers and advertising networks that require the data to select and serve relevant 

adverts to you and others 

 Analytics and search engine providers that assist us in the improvement and optimisation of 

our Website 

Credit reference agencies for the purpose of assessing your credit score where this is a condition of 

us entering into a contract with you; 

Third parties to whom we may choose to sell, transfer, or merge parts of our business or our assets. 

Alternatively, we may seek to acquire other businesses or merge with them. If a change happens to 

our business, then the new owners may use your personal data in the same way as set out in this 

Policy; 

We require all third parties to respect the security of your personal data and to treat it in accordance 

with the law. We do not allow our third-party service providers to use your personal data for their 

own purposes and only permit them to process your personal data for specified purposes and in 

accordance with our instructions. 

MARKETING 

You can ask us or third parties to stop sending you marketing messages at any time by following the 

opt-out links on any marketing message sent to you or by contacting us at any time at 

info@loi.uk.com 
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DATA SECURITY 

We have put in place appropriate security measures to prevent your personal data from being 

accidentally lost, used or accessed in an unauthorised way, altered or disclosed. In addition, we limit 

access to your personal data to those employees, agents, contractors and other third parties who 

have a business need to know. They will only process your personal data on our instructions and 

they are subject to a duty of confidentiality. 

We have put in place procedures to deal with any suspected personal data breach and will notify you 

and any applicable regulator of a breach where we are legally required to do so. 

DATA RETENTION 

By law we have to keep basic information about our customers (including first name, surname, 

username, date of birth, gender, title, marital status, address, email address, and telephone number 

for six years after you cease being customers for tax purposes. 

DATA STORAGE 

Personal data you provide to LOI is stored on our servers and third party servers. We take measures 

to ensure that any third parties hosting our Website and other services have adequate security 

measures in place to protect personal data. 

INTERNATIONAL TRANSFERS 

Your personal data may be used, processed or stored anywhere in the world, including countries 

outside the European Economic Area ("EEA"). We will only transfer your personal data outside the 

EEA where the organisation receiving the personal data has provided adequate safeguards. 

YOUR LEGAL RIGHTS 

You have the right to: 

 Request access to your personal data (commonly known as a "data subject access request"). 

 Request correction of any inaccuracies in the personal data that we hold about you. 

 Request erasure of your personal data under certain circumstances. 

 Object to processing of your personal data under certain circumstances. 

 Request restriction of processing of your personal data in certain circumstances. 

 Request the transfer of your personal data to you or to a third party in certain 

circumstances. 

 Withdraw consent at any time where we are relying on consent to process your personal 

data. However, this will not affect the lawfulness of any processing carried out before you 

withdraw your consent. 

 Make a complaint at any time to the Information Commissioner's Office (ICO), the UK 

supervisory authority for data protection issues (www.ico.org.uk). We would, however, 

appreciate the chance to deal with your concerns before you approach the ICO so please 

contact us in the first instance. 

If you wish to exercise any of the rights set out above, please contact us at info@loi.uk.com 

 

 

https://www.chandcogroup.com/www.ico.org.uk
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NO FEE USUALLY REQUIRED 

You will not have to pay a fee to access your personal data (or to exercise any of the other rights). 

However, we may charge a reasonable fee if your request is clearly unfounded, repetitive or 

excessive. Alternatively, we may refuse to comply with your request in these circumstances. 

WHAT WE MAY NEED FROM YOU 

We may need to request specific information from you to help us confirm your identity and ensure 

your right to access your personal data (or to exercise any of your other rights). This is a security 

measure to ensure that personal data is not disclosed to any person who has no right to receive it. 

We may also contact you to ask you for further information in relation to your request to speed up 

our response. 

TIME LIMIT TO RESPOND 

We try to respond to all legitimate requests within one month. Occasionally it may take us longer 

than a month if your request is particularly complex or you have made a number of requests. In this 

case, we will notify you and keep you updated. 

 
 
 
This statement was approved on 27th January 2020 by London Office Interiors Managing Director 
Tony Abrook, who will review and update it annually. 
 
Managing Directors signature 
 

Tony ABROOK  

27/01/2020 

 

DIGITALLY SIGNED BY TONY ABROOK 
DATE: 27/01/2020 


